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*** This document is for your information only.  

Only the German version of this document is legally binding. *** 
 
 

Data Protection Information of bayernets GmbH 
 
 

Dear Sir or Madam  
 
As we are processing your personal data, we would like to inform you about how we protect your data in 
accordance with article 13, 14 of the General Data Protection Regulations (hereinafter referred to as GDPR).  
 
We process your personal data solely within the framework of the pertaining legal stipulations. This  
comprises the following categories of personal data:  
 
Name, first name, address, private contact details (telephone number, email address; fax number), date of 
birth, billing and bank account details, legal status regarding respective properties and other comparable 
data.  
 
 
1 Responsible legal entity  
 
The responsible entity for processing your personal data is:  
 

bayernets GmbH  
Poccistraße 7  
80336 München 

 
In case of queries or complaints regarding data protection please contact:  
 

bayernets GmbH 
Center Recht & Compliance  
Poccistraße 7  
80336 München  
datenschutz(at)bayernets.de 

 
 
2 Purpose and legal basis for processing data  
 
2.1 Data processing for the purpose of entering into and processing a contract (Article 6, Paragraph 1, 
lit. b) of GDPR)  
 
Processing the data is necessary for steps prior to entering into a contract, for performing the contract and 
for the billing of your contract.  
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2.2 Data processing based on your given consent (Article 6, Paragraph 1, lit. a) of GDPR)  
 
Insofar as we have obtained consent from you to process your personal data for certain purposes (e.g. for 
the passing on of data in the corporate group), processing data on this basis is lawful. Consent that has been 
granted can be revoked at any time.  
 
2.3 Data processing for legitimate interests (Article 6, Paragraph 1, lit. f) of GDPR)  
 
We process your data with due care to protect our legitimate interests. This also includes using your personal 
data to  

• enforce legal claims and for defence purposes in legal disputes, 

• solve or prevent crimes, 

• implement risk management within the company, 

• guarantee IT security, 

• safeguard domiciliary rights, 

• ensure the security of buildings and plants (e.g. access control) or 

• correspond in business transactions. 
 
Should we wish to process your personal data for purposes not mentioned, we will inform you in advance in 
compliance with the legal stipulations.  
 
2.4 Data processing based on compliance with legal obligations (Article 6, Paragraph 1, lit. c) of GDPR) 

or in the public interest (Article 6, Paragraph 1, lit. e) of GDPR)  
 
As a company we are subject to various legal obligations (e.g. tax laws, commercial code) that make it  
necessary to process your data in order to fulfil the laws.  
 
 
3 Recipients / transfer of personal data / third countries (Article 13, Paragraph 1, lit. e and f) of GDPR)  
 
The departments within bayernets GmbH that obtain access to your data are those that require the data in 
order to fulfil the above-mentioned purposes. This also applies to service providers and vicarious agents  
deployed by us. Personal data is transferred by us to third parties only when this is required for the above-
mentioned purposes or when you have granted prior consent. You have the right to revoke consent that you 
have granted with future effect.  
 
 
4 Duration of storage or deletion of personal data  
 
We store your personal data for as long as it is necessary to perform our contractual and legal obligations. 
Your data is processed from the time the data is collected insofar as you or a third party transmit said data 
to us.  
 
Deletion or blocking of the stored personal data takes place if you revoke your consent to store your data, if 
knowledge of the personal data is no longer required to fulfil the purpose pursued by storage or if storage of 
the personal data is impermissible for other legal reasons. The necessity of storing data is checked regularly.  
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5 Rights of data subjects  
 
5.1 Your rights  
 
Should you have queries or complaints regarding data protection, please do not hesitate to contact our  
company (datenschutz@bayernets.de, by post to bayernets GmbH, Poccistraße 7, 80336 München) (Article 
15 of GDPR). This includes the right to rectification in accordance with Article 16 of GDPR, the right to deletion 
in accordance with Article 17 of GDPR, the right to restriction of processing in accordance with Article 18 of 
GDPR, the right to object in accordance with Article 21 of GDPR, as well as the right to data portability  
according to Article 20 of GDPR. Moreover, you have the possibility to contact the relevant regulatory  
authority.  
 
5.2 Right to data portability  
 
You also have the right to demand that your data is transmitted from bayernets GmbH to another responsible 
in accordance with article 20 of GDPR.  
 
5.3 Right to object  
 
Insofar as we process data to protect our legitimate interests, you have the right at all times to object against 
this processing for reasons that arise from your special situation. This also includes the right to object against 
processing for advertising purposes.  
 
5.4 Right to revoke consent  
 
Consent that has been granted can be revoked at any time. This applies also to revocation of consent decla-
rations that you granted us prior to point in time when the GDPR became effective on 25 May 2018. Such 
revocation of consent applies to the future and does not affect the lawfulness of the data processed up to 
the time of revocation.  
 
5.5 Queries and complaints  
 
You also have the possibility to contact the relevant regulatory authority in the case of queries and  
complaints.  
 
 
6 Data sources  
 
On the one hand, we process personal data that we have obtained from our contract partners within the 
framework of our business relationship.  
 
On the other hand, we rightful also process personal data that we are allowed to permissibly obtain from 
publicly accessible sources e.g. from cadastral registers, commercial registers and registers of associations, 
the press and the internet. Moreover, we also use personal data that we permissibly obtain from companies 
within our corporate group or from third parties e.g. enquiry agencies. 


